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(57) Abstract :

A method for identifying malicious attempts to spread disinformation over communication networks is shown here. In this example, a
graphical representation of a communication network is used to calculate network controllability metrics. On the basis of the changes
that have been observed in the network controllability metrics, an assault of disinformation on the communication network may be
identified.
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